**Activity Overview**
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In this activity, you will create a new portfolio document to demonstrate your experience using SQL. You can add this document to your cybersecurity portfolio, which you can share with prospective employers or recruiters. To review the importance of building a professional portfolio and options for creating your portfolio, read [Create a cybersecurity portfolio](https://www.coursera.org/learn/linux-and-sql/resources/wDFrc).

To create your portfolio document, you will review a scenario and follow a series of steps. This scenario is connected to [the lab](https://www.coursera.org/learn/linux-and-sql/ungradedLti/wVReS/activity-filter-with-and-or-and-not) you have just completed about using the AND, OR, and NOT operators in SQL to filter for information. You will explain the queries you performed in that lab, and this will help you prepare for future job interviews and other steps in the hiring process.

Be sure to complete this activity and answer the questions that follow before moving on. The next course item will provide you with a completed exemplar to compare to your own work.

**Scenario**
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Review the scenario below. Then complete the step-by-step instructions.

You are a security professional at a large organization. Part of your job is to investigate security issues to help keep the system secure. You recently discovered some potential security issues that involve login attempts and employee machines.

Your task is to examine the organization’s data in their **employees** and **log\_in\_attempts** tables. You’ll need to use SQL filters to retrieve records from different datasets and investigate the potential security issues.

**Note:** This scenario involves the same queries as the ones the [Filter with AND, OR, and NOT](https://www.coursera.org/learn/linux-and-sql/ungradedLti/wVReS/activity-filter-with-and-or-and-not) lab. You can revisit the lab to get screenshots to include in your portfolio document. If you choose, it's also possible to complete this activity without revisiting the lab by typing your queries in the template.

**Step-By-Step Instructions**
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Follow the instructions to complete each step of the activity. Then, answer the 8 questions at the end of the activity before going to the next course item to compare your work to a completed exemplar.

**Step 1: Access the template**

To use the template for this course item, click the following link and select *Use Template*. (In this step, you will just open the template. More instructions for how to use the template will be included in later steps.)

Link to template: [Apply filters to SQL queries](https://docs.google.com/document/d/1QLYj8sdBCYtcZv3ZF1RlcPft8Uh-fscWSZsiT_6QVy0/template/preview?usp=sharing)

OR

If you don’t have a Google account, you can download the template directly from the following attachment.

[Apply filters to SQL queries](https://d3c33hcgiwev3.cloudfront.net/KCIWkfr9T0WVk0ENvRMj4A_deeb30ce944447878c1144ffd36ea1f1_Apply-filters-to-SQL-queries.docx?Expires=1691712000&Signature=PPTh03e6BnoAsFHWnWKBPvTWKjgEiJQ5Wouudf5Y6HDue1OgpVX5hVc9sCNNDp~lAXHk7WoD2-TIPHkbvUeI6BfTZ5njgyK97qS5J3FOujLovrg5UxG1tlIEwaFQgkESZqXBR3vNLHM~TP9L8StY-JzAWDWe9HGO7wbIgp~U4zw_&Key-Pair-Id=APKAJLTNE6QMUY6HBC5A" \t "_blank)

[DOCX File](https://d3c33hcgiwev3.cloudfront.net/KCIWkfr9T0WVk0ENvRMj4A_deeb30ce944447878c1144ffd36ea1f1_Apply-filters-to-SQL-queries.docx?Expires=1691712000&Signature=PPTh03e6BnoAsFHWnWKBPvTWKjgEiJQ5Wouudf5Y6HDue1OgpVX5hVc9sCNNDp~lAXHk7WoD2-TIPHkbvUeI6BfTZ5njgyK97qS5J3FOujLovrg5UxG1tlIEwaFQgkESZqXBR3vNLHM~TP9L8StY-JzAWDWe9HGO7wbIgp~U4zw_&Key-Pair-Id=APKAJLTNE6QMUY6HBC5A" \t "_blank)

Step 2: Access supporting materials

**Step 2: Access supporting materials**

The following supporting materials will help you complete this activity. Keep them open as you proceed to the next steps.

To use the supporting materials for this course item, click the links.

The **Instructions for including SQL queries** document provides instructions and best practices for including samples of SQL queries in your portfolio activity.

Link to supporting materials: [Instructions for including SQL queries](https://docs.google.com/document/d/1b06OpDP1RH8iE8phf0h5GRsMPPxoLZ92z86_OtESJp8/template/preview?usp=sharing&resourcekey=0-V4KE_W_sE-p9i3H7dpUppQ)

The **Table formats** document describes how the tables used for this portfolio activity are organized.

Link to supporting material: [Table formats](https://docs.google.com/document/d/10uIJTRVJEL9nM_cXgMTFZNNmxRKAYzjbwMFdjYgO2wQ/template/preview?usp=sharing&resourcekey=0-zYsLZ5L4jmKShdfZ8fccQg)

**Note**:  It is recommended that you use the **Filter with AND, OR, and NOT** lab to complete this portfolio activity. If you’re revisiting the lab, the **Table formats** document is optional. You will also be able to view the tables in the lab.

OR

If you don’t have a Google account, you can download the supporting materials directly from the following attachments.

[Instructions for including SQL queries](https://d3c33hcgiwev3.cloudfront.net/6L8sTZ4sQ4ORXnAvJczToA_5bbec6ab2f0447899b3c85ef96b0f0f1_Instructions-for-including-SQL-queries.docx?Expires=1691712000&Signature=NH1ZayT9cjgf1CceGpe96vHoQU7Hu-2sPCyvA8LAGoRp1LsKqyWdc1ZGNqio5c6cmT4XFCQXlD5hOaToNjrGRQXzxTTtvVoP5WTA9j149-Zhm5j6uqHsG7NAcU8M6~MvbizzQPeo3r2VxgLKq9TaKL9kHkkfN5jMbzq5Xmrqjfk_&Key-Pair-Id=APKAJLTNE6QMUY6HBC5A" \t "_blank)

[DOCX File](https://d3c33hcgiwev3.cloudfront.net/6L8sTZ4sQ4ORXnAvJczToA_5bbec6ab2f0447899b3c85ef96b0f0f1_Instructions-for-including-SQL-queries.docx?Expires=1691712000&Signature=NH1ZayT9cjgf1CceGpe96vHoQU7Hu-2sPCyvA8LAGoRp1LsKqyWdc1ZGNqio5c6cmT4XFCQXlD5hOaToNjrGRQXzxTTtvVoP5WTA9j149-Zhm5j6uqHsG7NAcU8M6~MvbizzQPeo3r2VxgLKq9TaKL9kHkkfN5jMbzq5Xmrqjfk_&Key-Pair-Id=APKAJLTNE6QMUY6HBC5A" \t "_blank)

[Table formats](https://d3c33hcgiwev3.cloudfront.net/SD_59YPgTJmVRVGWZExfVA_921519553129477ebbd45850001bc5f1_Table-formats.docx?Expires=1691712000&Signature=QkUePlS~~y6a4kCmb95AziJ-Ro0Fll2Mju6AZo53b89YCu9xFToSgoWQ6o~c5hulSnTnZ3uTQ78taB9Jd7jVT-1wn48tZ2U3KKeAEwapMNqAm28xOsCIsUA2QizRnbkABFSREdPbciq~JrbHe2bPQ9yHgrcuK~UrlYoG4x221Pw_&Key-Pair-Id=APKAJLTNE6QMUY6HBC5A" \t "_blank)

[DOCX File](https://d3c33hcgiwev3.cloudfront.net/SD_59YPgTJmVRVGWZExfVA_921519553129477ebbd45850001bc5f1_Table-formats.docx?Expires=1691712000&Signature=QkUePlS~~y6a4kCmb95AziJ-Ro0Fll2Mju6AZo53b89YCu9xFToSgoWQ6o~c5hulSnTnZ3uTQ78taB9Jd7jVT-1wn48tZ2U3KKeAEwapMNqAm28xOsCIsUA2QizRnbkABFSREdPbciq~JrbHe2bPQ9yHgrcuK~UrlYoG4x221Pw_&Key-Pair-Id=APKAJLTNE6QMUY6HBC5A" \t "_blank)

Step 3: Retrieve after hours failed login attempts

You recently discovered a potential security incident that occurred after business hours. To investigate this, you need to query the **log\_in\_attempts** table and review after hours login activity. Use filters in SQL to create a query that identifies all failed login attempts that occurred after 18:00. (The time of the login attempt is found in the **login\_time** column. The **success** column contains a value of **0** when a login attempt failed; you can use either a value of **0** or **FALSE** in your query to identify failed login attempts.)

Describe your query and how it works in the **Retrieve after hours failed login attempts** section of the **Apply filters to SQL queries** template.

In the **Filter with AND, OR, and NOT** lab, take a screenshot of the SQL query you used and copy it into the template. Or, type this query directly into the template.

Step 4: Retrieve login attempts on specific dates

A suspicious event occurred on 2022-05-09. To investigate this event, you want to review all login attempts which occurred on this day and the day before. Use filters in SQL to create a query that identifies all login attempts that occurred on 2022-05-09 or 2022-05-08. (The date of the login attempt is found in the **login\_date** column.)

Describe your query and how it works in the **Retrieve login attempts on specific dates** section of the **Apply filters to SQL queries** template.

In the **Filter with AND, OR, and NOT** lab, take a screenshot of the SQL query you used and copy it into the template. Or, type this query directly into the template.

Step 5: Retrieve login attempts outside of Mexico

There’s been suspicious activity with login attempts, but the team has determined that this activity didn't originate in Mexico. Now, you need to investigate login attempts that occurred outside of Mexico. Use filters in SQL to create a query that identifies all login attempts that occurred outside of Mexico. (When referring to Mexico, the **country** column contains values of both **MEX** and **MEXICO**, and you need to use the **LIKE** keyword with **%** to make sure your query reflects this.)

Describe your query and how it works in the **Retrieve login attempts outside of Mexico** section of the **Apply filters to SQL queries** template.

In the **Filter with AND, OR, and NOT** lab, take a screenshot of the SQL query you used and copy it into the template. Or, type this query directly into the template.

Step 6: Retrieve employees in Marketing

Your team wants to perform security updates on specific employee machines in the Marketing department. You’re responsible for getting information on these employee machines and will need to query the **employees** table. Use filters in SQL to create a query that identifies all employees in the Marketing department for all offices in the East building.

(The department of the employee is found in the **department** column, which contains values that include **Marketing**. The office is found in the office column. Some examples of values in this column are **East-170**, **East-320**, and **North-434**. You’ll need to use the **LIKE** keyword with **%** to filter for the East building.)

Describe your query and how it works in the **Retrieve employees in Marketing** section of the **Apply filters to SQL queries** template.

In the **Filter with AND, OR, and NOT** lab, take a screenshot of the SQL query you used and copy it into the template. Or, type this query directly into the template.

Step 7: Retrieve employees in Finance or Sales

Your team now needs to perform a different security update on machines for employees in the Sales and Finance departments. Use filters in SQL to create a query that identifies all employees in the Sales or Finance departments. (The department of the employee is found in the **department** column, which contains values that include **Sales** and **Finance**.)

Describe your query and how it works in the **Retrieve employees in Finance or Sales** section of the **Apply filters to SQL queries** template.

In the **Filter with AND, OR, and NOT** lab, take a screenshot of the SQL query you used and copy it into the template. Or, type this query directly into the template.

Step 8: Retrieve all employees not in IT

Your team needs to make one more update to employee machines. The employees who are in the Information Technology department already had this update, but employees in all other departments need it. Use filters in SQL to create a query which identifies all employees not in the IT department. (The department of the employee is found in the **department** column, which contains values that include **Information Technology**.)

Describe your query and how it works in the **Retrieve all employees not in IT** section of the **Apply filters to SQL queries** template.

In the **Filter with AND, OR, and NOT** lab, take a screenshot of the SQL query you used and copy it into the template. Or, type this query directly into the template.

Step 9: Finalize your document

To finalize the document and make its purpose clear to potential employers, be sure to complete the **Project description** and **Summary** sections of the **Apply filters to SQL queries** template.

In the Project description section, give a general overview of the scenario and what you accomplish through SQL. Write two to four sentences.

In the Summary section, provide a short summary of the previous tasks and connect them to the scenario. Write approximately two to four sentences.